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About this Course 
The impact of the online world continues to expand into 
our daily routines. We shop, work, play, and communicate 
with others online. 

As we grow more connected to the digital space, we need 
to become more aware of the hazards, and more 
cognizant of the steps associated with keeping our data, 
and confidential information, safe. 

The average student will require approximately 40 minutes 
to complete both the course and quiz. 

 

Course Outline 
Module 1 
Introduction to Cyber Security 

• What Could Happen? 
• Identity Fraud 
• Corrupt Data 
• Loss of Technology 
• Spreading the Damage 

Data Breach 
• How They Get In 
• Hacking and Malicious Programs 

Email 
• Passwords 
• Attachments 
• Baiting 
• Phishing 
• Pretexting 
• Protecting Everyone Against Email Risks 

Module 2 
We will cover some risks and precautions to take 
when dealing with; 

• Internet Browsers 
• Free Wi-Fi and Open Networks 
• Mobile Device Security 
• Bluetooth 
• Social Media 
• Online Shopping  

 
 

Mastery Quiz (80% to pass) 

Verification Techniques Employed 
 Identity: Unique usernames and passwords. 

 Security: Bank-level encryption. 

 Question Bank: Every quiz attempt includes a unique combination of questions pulled from a large pool. 

 Certificate Verification: Certificates contain a verification code that can be checked on MyOTF.com. 
 


